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Introduction

In general terms, commercial counterfeiting can be described as the fraudulent practice of affixing a false trademark to a product. The false trademark then appears superficially indistinguishable from its legitimate counterpart.

Conservative estimates suggest that hundreds of millions of dollars in sales revenues are diverted annually through the manufacturing and trafficking of counterfeit goods.

The purpose of this fraudulent activity is to dupe the consumer into purchasing the counterfeit under the mistaken belief that the product is the genuine article.

For the consumer who unknowingly purchases a counterfeit, the result is typically dissatisfaction; for the firm whose goods are counterfeited, loss of revenue and goodwill are possible; for the counterfeiter, profits are reaped with little financial or legal risk and with minimal marketing effort.
Threats to Product

- Diversion
- Adulteration
- Imitation
- Tampering
- Counterfeiting
- Theft
- Over-run
Fighting Back - What steps can a brand owner take?

- Register your brand, logo & trademarks in countries where you sell, manufacture, ship or store your products.
  - Give yourself something to protect.
  - Eliminate the potential risk of legal battles.

- Record your trademarks with national customs organizations wherever possible.

- Provide training for local law enforcement and customs personnel on your branded products and any brand protection programs that you have in place.
  - Create authentication manuals.
  - Training seminars at major ports.

- Join industry associations.
  - Enables the sharing of information, resources and best practices.
Fighting Back - What steps can a brand owner take?

- **Monitor & Protect you company’s supply chain.**
  - Secure supply chain to alleviate threat of IP theft (designs, tooling, materials, etc.).
  - Have strong manufacturing agreements in place.
  - Be aware of 3rd shift production.
  - Audit manufacturing sites regularly.
  - Implement authentication features to minimize risk of over-production disappearing out the back door.

- **Monitor online marketplaces.**
  - Utilize software to scour the internet for keywords.
  - Once perpetrator is identified, follow the trail to identify other listings and remove all associated sites.
  - Social media a growing forum for marketing of illicit product.
  - Implement test purchase programs across internet sites.
Fighting Back - What steps can a brand owner take?

- Monitor what product brick & mortar stores are selling.
  - Identify areas where products are generally sold at deep discounts.
  - Engage ‘on the ground’ investigative services.
  - Utilize local employee base.
  - Information share with other brand owners.

- Implement a corporate brand protection program and train employees on anti-counterfeiting measures.
  - Focus on key issues: anti-counterfeiting, anti-tampering, diversion, etc.
  - Look for additional benefits: consumer engagement, brand enhancement, etc.
  - Multi-layered solution – overt, covert & forensic.
  - Engage customer base – informational web pages, point of sale education, provide peace-of-mind.
Determining which security technologies and security features to deploy

- Security product must be proven and difficult to emulate.
- Barriers to entry for a particular technology must be high.
- Technology must be cost effective and easy to deploy.
- Unique, random serialization for each brand and SKU.
- Security product must enable consumer authentication and interaction.
- Technology must be flexible and be able to be deployed on a variety of substrates.
- Production must be scalable to high volumes.
From science to confidence
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Optokey™ - A disruptive Optical Chip

A comprehensive platform to:

• Authenticate at first sight
• Prevent product tampering
• Provide track & trace services
• Create consumer engagement opportunities

...Connecting any genuine product to the digital world
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Loyalty program
Tailored communication
Email marketing
Social platforms
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Conclusion

- There are multiple threats to our IP that can impact upon revenues and create brand erosion.

- Fortunately, there are numerous weapons we can use to fight back, including: registering our marks, partnering with law enforcement, auditing our supply chain and implementing authentication technologies.

- Vet security technology partners thoroughly to ensure experience and robustness of technologies.

- Look for additional benefits. How can technology help to maximize ROI?
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